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Actif proposé
* Nom de domaine : aiassurancecase.com (.com, exact-match)

e Nature : actif numérique descriptif, réservé comme banniéere neutre et indépendante
pour la catégorie émergente “Al Assurance Case”, c’est-a-dire un dossier “inspection-
ready” composé de claims, arguments et preuves, destiné a établir une confiance
raisonnable dans les propriétés d’un systeme IA a risque élevé (slreté, sécurité,
contrbles pertinents, fiabilité, accountability).

¢ Ne sont pasinclus:

0 aucune certification, aucun statut réglementaire, aucune accréditation, aucun label
officiel,

0 aucun service d’audit, de conseil, juridique, conformité, safety engineering ou
cybersécurité,

0 aucun logiciel, base de données, index, méthodologie propriétaire, ni plateforme
opérationnelle,

o aucun engagement de conformité, d’assurance, de slreté, de sécurité ou de
performance.

Contacts (suggestion)
e Site : https://www.aiassurancecase.com
* Email : contact@aiassurancecase.com

¢ LinkedIn : https://www.linkedin.com/company/aiassurancecase (si applicable)



Ce document - pour qui, pourquoi
Ce brief est destiné a un comité de décision C-suite / Board :

e CEO, CFO, COO, CRO, CAE (Chief Audit Executive), CISO, CTO, CIO, responsables Risk
/ Assurance / Compliance,

e directions Achats (enterprise et public), Audit & Assurance (interne et indépendant),
e équipes Gouvernance IA, Model Risk, sécurité, résilience, contrble interne,

¢ Juridiqgue/Compliance, Corporate Development, M&A, Partenariats, initiatives de
normalisation et coalitions sectorielles.

Objet : évaluer si aiassurancecase.com doit étre sécurisé comme banniére category-
grade pour une initiative institutionnelle centrée sur des dossiers IA “inspection-ready” :
claims, arguments et preuves pouvant soutenir une revue Achats, un audit, une analyse
assureur, et une supervision en contexte a enjeux élevés.

Ce document est informatif. Il ne constitue ni un avis juridique, ni un avis de conformité,
ni un avis d’audit, ni un avis de sécurité, ni une recommandation financiére ou
d’investissement.

Disclaimers (a conserver identiques partout)

“aiassurancecase.com is an independent, informational resource. It is not affiliated with
any government entity, standards body, certification authority, or commercial provider.”

“Nothing on this site constitutes legal, compliance, audit, or security advice. Consult
qualified professionals and primary sources.”

“The domain aiassurancecase.com may be available for institutional partnership or
acquisition by qualified entities.”

1. Décision en une page

Ce que c’est

aiassurancecase.com est un .com category-grade congu pour nommer une exigence de
gouvernance devenue structurante pour UlA a risque : U“Al Assurance Case”, c’est-a-
dire un argument structuré et étayé par des preuves, prét a étre inspecté par des tiers,



qui explicite ce qui est assuré, ce qui est prouvé, ce qui est seulement argumenté, et ce
qui reste comme risque résiduel.

Définition courte

Un Al Assurance Case est un ensemble structuré de claims, arguments et preuves (CAE)
visant a donner confiance qu’un systeme IA possede les propriétés qui doivent étre
assurées dans un contexte d’usage donné.

Attributs clés (sans jargon)

* “Inspection-ready” par conception (pensé pour des tiers, pas seulement interne).
e Argumentation structurée (claims et sous-claims examinables).

¢ Preuves tracables (évaluations, contréles, monitoring, incidents, sécurité).

¢ Lisible pour non-techniciens (risques, juridique, achats, assureurs).

¢ Accountability explicite (qui affirme quoi, sur quelles preuves, a quelle date).

¢ Risque résiduel formalisé (limites, hypotheses, inconnues).

Pourquoi cela devient central

* Les acheteurs enterprise et publics demandent de plus en plus des “dossiers de
preuve” avant déploiement et contractualisation.

¢ La bascule est en cours : “faire confiance au fournisseur” vers “démontrer les
contrbles et les preuves”.

* Des autorités et écosystemes publient déja des approches et techniques d’Al
assurance.

¢ Les pratiques de slreté IA “frontier” mettent davantage l'accent sur des safety cases
explicites et fondés sur preuves.

¢ Les cadres de gouvernance convergent vers documentation, évaluation, monitoring et
tracabilité.

Ce que ce n’est pas (anti-confusion)



Al Assurance Case n’est pas : un produit, une certification, un programme
gouvernemental, un standard officiel, ni une revendication fournisseur. Ce n’est pas une
promesse de conformité/streté.

Ce qui peut Uactiver (illustratif)
¢ Gabarits CAE et bibliotheques de patterns (de la fiche 1 page au dossier complet).
e Taxonomie de preuves : gouvernance, évaluation, monitoring, sécurité.

e Mappings vers cadres largement utilisés (gestion des risques, Al management system,
structure d’assurance case).

¢ Clauses Achats et checklists “evidence pack” qui rendent ’'exigence actionnable.

Pourquoi le domaine est stratégique

“Al assurance case” est un langage de catégorie exact-match. Si ce vocabulaire s’ancre
dans les appels d’offres, 'audit et 'underwriting, la banniere devient difficile a déplacer.
Le .com donne une légitimité globale et transverse a une surface neutre.

Posture de sécurité (compatibilité institutionnelle)

Ressource informative indépendante. Aucun service proposé. Aucune revendication
d’autorité ou de certification. Disclaimers explicites. Acquisition focalisée sur le nom de
domaine uniquement.

2. Ce gu’est/ n’est pas aiassurancecase.com

2.1 Périmeétre naturel (exemples)

¢ [A arisque élevé en environnements régulés ou exposés a responsabilité (finance,
assurance, santé, infrastructures critiques, secteur public).

* Process Achats nécessitant documentation “inspection-ready” avant déploiement.

¢ Audit, assurance et revue indépendante de gouvernance IA et contrbles.



e Underwriting assureurs / réassureurs et modélisation de risque IA (responsabilité,
litige, risque systémique).

e Adoption d’lA tierce en contexte souverain/sécurité, ou l'lassurance fournisseur est clé.

* Ecosystémes plateformes qui veulent un format d’artefact interopérable.

2.2 Ce que ce n’est pas

¢ Ni cabinet d’audit, ni autorité de certification, ni régulateur, ni organisme de
normalisation.

¢ Ni promesse de conformité, d’assurance, de s(reté, de sécurité ou de performance.

* Ni offre commerciale, outil, base documentaire payante, index ou plateforme sauf
développement autonome par Uacquéreur.

3. Acheteurs naturels (logique d’acquisition)

Audit & Assurance

e Acteurs industrialisant Al assurance cases, revue de preuves et inspection tierce.

Assurance / réassurance

® Souscripteurs, brokers, réassureurs, modélisateurs, qui ont besoin de “preuves
standardisées” pour tarifer et couvrir le risque IA.

Plateformes GRC / gouvernance modéle

¢ Plateformes étendant vers preuves IA, tests de contréles, trails d’audit.

Hyperscalers et plateformes IA

¢ Acteurs voulant standardiser la documentation “inspection-ready” pour 'adoption
enterprise.



Alliances / secteur public

e Initiatives multi-acteurs cherchant une banniere neutre pour gabarits, mappings et
langage commun.

Sponsors typiques

CRO, CAE, CISO, CTO, Head of Al Governance / Model Risk, Juridigue/Compliance, VP
Platform, Corporate Development.

4. Déploiements possibles (exemples, non prescriptifs)

A. Hub de référence (public, neutre)

Définitions, glossaire, références primaires, et explications claires du CAE appliqué a
UIA.

B. Bibliotheque templates & patterns

Al Assurance Case minimal (1 page), catalogue de patterns, taxonomie de preuves,
exemples de structures (claims, sous-claims, preuves).

C. Kit Achats et assureurs

Clauses contractuelles, checklists “evidence pack”, format de soumission, primitives
de workflow de revue.

D. Banniere de programme institutionnel

Portail contrélé de dépbt, revue et versioning de dossiers (développé par 'acquéreur).

Mise en avant autres actifs (option, signal portefeuille)
* ModelSovereignty.com

¢ AlSystemicRisk.com



¢ SyntheticAudit.com
¢ AuditableCompute.com
¢ SignedResponse.com

e Computelntegrity.com

5. Process d’acquisition (nom de domaine uniquement)

Process type : NDA > échanges stratégiques - offre formelle > escrow > transfert du
domaine.

Sauf accord explicite contraire, la transaction porte uniquement sur le nom de domaine
aiassurancecase.com en tant qu’actif numérique incorporel. Aucun logiciel, base de
données, index, conseil, infrastructure, licence ou service n’estinclus.

Contact initial pour échanges sérieux : contact@aiassurancecase.com

Références primaires (curation)
¢ |CO - “Annexe 5: Argument-based assurance cases” (claims, arguments, evidence)

https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/artificial-
intelligence/explaining-decisions-made-with-artificial-intelligence/annexe-5-argument-
based-assurance-cases/

¢ ISO/IEC/IEEE 15026-2:2022 - Assurance case (structure et terminologie)
https://www.iso.org/standard/80625.html
e UK Government - “Introduction to Al assurance” (écosysteme et techniques)

https://www.gov.uk/government/publications/introduction-to-ai-
assurance/introduction-to-ai-assurance

¢ Al Security Institute - safety case templates / inability arguments (CAE et sGreté |1A)



https://www.aisi.gov.uk/blog/safety-case-template-for-inability-arguments

¢ NIST - Al Risk Management Framework (Al RMF 1.0)
https://nvipubs.nist.gov/nistpubs/ai/nist.ai.100-1.pdf

e EU Al Act Service Desk - Article 11 et Annexe IV (documentation technique high-risk)
https://ai-act-service-desk.ec.europa.eu/en/ai-act/article-11
https://ai-act-service-desk.ec.europa.eu/en/ai-act/annex-4

e CETaS (Alan Turing Institute) - Assurance of third-party Al systems (national security)

https://cetas.turing.ac.uk/publications/assurance-third-party-ai-systems-uk-national-
security

¢ |ISO/IEC 42001:2023 - Al management systems

https://www.iso.org/standard/42001



